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DIW/byk
INTHE UNITED STATESDISTRICT COURT
FOR THE DISTRICT OF KANSAS
SHIRLEY WILLIAMS, et al.,
Plaintiffs, CIVIL ACTION
V. No. 03-2200-JWL-DJW

SPRINT/UNITED MANAGEMENT
COMPANY,

Defendant.

MEMORANDUM AND ORDER

Hantiff Shirley Williamsfiledthissuit on behaf of hersalf and others amilarly Situated, asserting that

her age was a determining factor in Defendant’s decison to terminate her employment during a

reduction-in-force (RIF). Currently, 1727 plaintiffsremain in the case out of the 2354 plaintiffswho opted

into this provisonaly certified collective action pursuant to 29 U.S.C. 8§ 216(b). The parties are presently

engaged in discovery concerning the merits of Plaintiffs pattern and practice dlegations. This matter is

presently before the Court on Defendant’ s Response to the Court’s July 12, 2005 Order (doc. 3037),

which ordered Defendant to show cause why it should not produce eectronic Microsoft Excel

spreadsheets in the manner in which they were maintained and why it should not be sanctioned for

“scrubbing” the metadataand locking certain data on the electronic spreadsheets prior to producing them

to Plaintiffs without either the agreement of the parties or the approva of the Court.
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Background Information

Haintiff Williams commenced this action in April 2003, and, to date, the docket reflects that over
3300 pleadings and orders have been filed. The caseis assgned to Chief Judge John W. Lungstrum but
is referred to the undersigned Magidtrate Judge for pretrid proceedings, including discovery. Due to the
highly contentious nature of thislitigation, the M agistrate Judge has conducted discovery conferencestwice
a month snce March 2005 to resolve discovery issues identified by the parties. One of the ongoing
discovery disputes has been Defendant’ s production of spreadsheetsthat relate to the RIFs a issuein this
case.

Fantiffsraisedtheissue of the RIF-related spreadsheets at the May 5, 2005 discovery conference.
Item 1 on Pantiffs List of Issuesfor the May 5, 2005 discovery conferencewas “ Defendant’ s Falure to

Produce Candidate Selection Spreadsheets and Other Basic RIF Documents.”! Item 2 was listed as

The following explanation accompanied Item 1 on Plaintiffs List of Issues for the May 5, 2005
discovery conference (doc. 3301):

These documents congtitute the essentid materias regarding the termination and other RIF
decisonsthat are a issuein this collective action. Plaintiffs requested these documents in
November of 2003 and again in December of 2004, and yet Defendant has produced only
afew improperly redacted versions rdaing to some Flantiffs and initid Opt-in Rlantiffs. At
anApril 12thmeet and confer with[Plantiffs counsdl], Defendant’ s counsel promised these
documentswould begin being producedinbatches. At the meet and confer prior tothe April
21st hearing, Rantiffs noted that Defendant ill had not begun producing any of these
documents. Defendant’s counsdl acknowledged at that time that he had nine (9) boxes of
these documents in his office. At the April 21t hearing, Defendant stated it would begin
getting these documents produced. To date, Defendant has till not begun production of
these documents which are of core relevance to this collective action. Defendant’ scounsel
has been indefinite and imprecise as to when Defendant will be able to certify thet it has
produced dl of these basic RIF decison documents and spreadsheets. At the May 5th
conference, Plantiffs seek the Court’ s Order that Defendant produce dl such documents no
(continued...)
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“Defendant’ sFailureto Produce Basic RIF Documents Suchas HR Notes and Other DocumentsRe: RIF
Decisions.”? Atthe May 5, 2005 discovery conference, Plaintiffs requested that the Court enter an order
requiring Defendant to produce candidate selection spreadsheets and other basic RIF documentsby May
16, 2005.2 Defendant objected to a May 16, 2005 deadline and suggested a June 1, 2005 deadline
instead.* Plantiffs advised the Court they would agree to a June 1, 2005 deadline.® The Court accepted
this compromise positionand ordered Defendant to produce Items 1 and 2 from Faintiffs May 5, 2005
List of Issues by June 1, 2005 or show cause why it could not produce them by that date.®

Two weekslater, at the May 19, 2005 discovery conference, Plaintiffs requested that Defendant

be required to produce the actual dectronic “active file’ verson of al the Exce RIF spreadshests.

1(....continued)
later than May 16, 2005.

The following explanation accompanied Item 2 on Plaintiffs List of Issues for the May 5, 2005
discovery conference (doc. 3301):

Faintiffs requested these documents in November of 2003, and yet Defendant continues
to trickle such documents in and to indicate that it has not produced al such documents.
Indeed, Defendant’s counsdl recently advised Plaintiffs counsd that it had not produced
various Sprint Human Resources officias notes and other documents regarding the RIF
decisions at issue in this case and that Defendant would not consider producing such
documents until a new, forma request for production was made. At the May 5th
conference, Flantiffs seek the Court’s Order that Defendant produce al such documents
no later than May 16, 2005. (emphasisin origind)

3May 5, 2005 Discovery Conf. Transcript (Tr.) (doc. 2905) p. 15, I. 11-21.
4d. at p. 25, |. 18-21.

°ld. at p. 26, |. 10-12.

5Id. at p. 27, I. 3-7.
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Plaintiffs stated reason for requesting that the spreadsheets be produced in their eectronic form was so
Hantiffs could perform* statistical or manipulative things without taking the spreadsheets and going through
the laborious process of keying in dl that dataagain.”” When the Court asked Defendant whether it was
now producing the active file of the spreadsheets requested by Fantiffs, Defendant reported that it was
continuing to produce the TIFF imagesof the spreadsheets as previoudy agreed by the parties. The Court
then stated that:

[G]enerdly, whenthingsaremaintained inthe regular course of businessinédectronic form,

they should be produced in that form, unless there' s an agreement otherwise. And it

sounds like what you' re tdlling me, there was an agreement otherwise, until May 11, and

then it was pointed out you want them in the form they were maintained.®

The Court thenasked Defendant why it could not produce the spreadsheetsinther dectronic form.

Defendant responded by suggesting that it should be dlowed to finish its review of the documentsto be

produced in TIFF image and thengo back at alater time and review what it holdsindectronic format. The

Court commented on Defendant’ s reference to reviewing documents by stating thet “on the information

"May 19, 2005 Tr. (doc. 2915) p. 11-12, |. 24-25; 1-2.

8TIFF (Tagged Image File Format) is one of the most widely used and supported graphic file
formats for storing bit-mapped images, withmany different compression formats and resolutions. A TIFF
fileis characterized by its“ tif” file name extendgon. The Sedona Conference Glossary for E-Discovery
and Digital Information Management (The Sedona Conference Working Group Series, May 2005
Verson), avalableat http://www.thesedonaconference.org. The Sedona Conferenceisanonprofit legd
policy research and educationa organization which sponsors Working Groups on cutting-edge i ssues of
law. The Working Group on Electronic Document Production is comprised of judges, attorneys, and
technologists experienced in eectronic discovery and document management matters.

*May 19, 2005 Tr. p. 12, |. 17-24.
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that's in eectronic form, the only review [Defendant has] to do is the privilege review.”'® Following this
exchange, the Court further clarified its position on eectronic document production of the spreadshests:

What I'm talking about isif you're taking about documents maintained on Excdl, you've
got that in some form, whether it's on disk or paper, whatever it'son. It's an dectronic
form of Excd containing the data. The only thing you would have to do is review it for
privilege and then give it to them.*

At the June 2, 2005 discovery conference, Plantiffs again raised the issue of Defendant producing
the RIF spreadsheets in their dectronic Excel form. Plaintiffs explained why they needed the eectronic
verson of the spreadsheets in the following exchange:

PLAINTIFFS COUNSEL: There are, oneach of these documents, things that show you
why you have to have an ectronic copy. These are spreadsheets. Thereare columnsnot
there, that should bethere. There are columns where the entry will have a sentence, and
it cuts off in midsentence because the box ends. And we dl know, on the computer, we
click on that and we get everything.'?
The dectronic form of this document would revea whether or not it had any actual other
columns or types of information available on a spreadsheet.*®

THE COURT: Okay. Beforewe get much further here, | thought it was clear from the last
time we discussed this e ectronic issue, that you [ Defendant] were looking for themand you
were goingto produce them. It's not an issue that you' renot goingto do it. It saquestion
of when '

DEFENDANT’ SCOUNSEL : Absolutely. And the only caveat isthe one that | mentioned
to you, isthat there may be the issue of Socia Security numbers. And if thereare privileged

104, a p. 16, I. 11-13.
Lyd. at p. 16, |. 19-25.
12June 2, 2005 Tr. (doc. 2940) p. 55, |. 11-18.
13|d. at p. 57, |. 15-18.

¥ d. a p. 57, |. 19-24.
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communications, which are these analyses that were prepared, if they are on those

documents, we Il redact those and point out that they have been redacted, but dill give them

the electronic version of it, with the notation that that’s missing.*

At the June 9, 2005 discovery conference, Rlantiffs again raised the issue of Defendant producing
the RIF spreadsheets in their ectronic Excd format. The Court renewed its show cause order, stating,
“for today onthisissue we'll leave the show cause that you' re going to do the el ectronic spreadsheets by
[June] 24th."*® This ruling was memoridized in paragraph 1 of the Court’s June 16, 2005 Order, which
dtated: “The Court’s previous Show Cause Order to Defendant remains on the following three categories
of discovery: (a) Electronic versons of Exce and other spreadsheets, (b) Other documents (other than
Minutes) relating to the RIF meetings, and (¢) E-mails accompanying the spreadshests.™’

OnJdune 23, 2005, Defendant tendered to Plantiffs counsel 3083 Exce spreadsheetsindectronic
formand indicated that there were 983 additiond spreadsheetsidentified that had not been fully processed
for production and would be produced no later than June 27, 2005.8

At the Jduly 7, 2005 discovery conference, FlantiffsS counsel advised the Court that Defendant,
prior to producing the dectronic versons of the Excel spreadsheets, had utilized software to scrub the
Spreadshest files to remove the metadata. Flaintiffs dam this metadatawould have contained information

such asfile names, dates of the file, authors of the file, recipients of thefile, print-out detes, changes and

modification dates, and other information. Plaintiffs counsd stated that Defendant did not provide them

Id. at p. 57-58, |. 15-25; 1-8.

®June 9, 2005 Tr. (doc. 3146) p. 17, |. 22-24.

YDoc. 2953.

18See Defendant’ s Response to Show Cause Order (doc. 2968).

6
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with any type of log of what information was scrubbed. PlaintiffS counsd aso advised the Court that
Defendant had locked certain cdls and data on the Excel spreadsheets prior to producing them so that
Maintiffs could not access those cdlls.

Defendant admitted that it had scrubbed the metadata from and locked certain data on the
spreadshests prior to producing them. It argued that the Soreadsheets metadataisirrelevant and contains
privileged information. Defendant further argued that Plaintiffs never requested the metadata beincluded
in the dectronic Excd spreadsheets it produced and that metadata was never discussed at any of the
discovery conferences.

After hearing the respective argumentsof counsd, the Court ordered Defendant to show cause why
it should not be sanctioned for not complying with “whet & least | understood my Order to be, whichwas
that electronic databe produced inthe manner inwhichit was maintained, and to me that did not alow for
the scrubbing of metadata because when | talk about electronic data, that includes the metadata.™® The
Court then gave Defendant seven days to show cause why it had scrubbed metadata and locked data,
“because my intent from the two previous Orders was to do as | said, produce it in the format it's
maintained, not modify it and produceit.”®® The Court advised Defendant that if it could show judtification

for scrubbing the metadataand locking the cdlls, the Court would certainly consider it, but cautioned that

193yly 7, 2005 Tr. (doc. 3147) p. 60, |. 20-25.

2)d. at p. 61, |. 4-6.
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“it’ s going to take some clear showing or otherwise there are going to be appropriate sanctions, whichat
least will be the production of the information in the format it was maintained.”*

The Court’ s corresponding written Order dated July 12, 2005 (doc. 3037), required Defendant
to show causeinwriting: (1) “why it should not produce the e ectronic spreadsheetsin the manner inwhich
they were maintained” and (2) “why it should not be sanctioned for its failure to comply with the Court’s
ruling fromthe June 9, 2005 discovery conference, memoridizedinthe Court’ s June 16, 2005 Order (doc.
2953), directing Defendant to produce eectronic spreadsheets in the manner in which they were
maintained.”* The Order more specificaly reguired Defendant “to show cause why it scrubbed the
metadata and locked certain data on these dectronic spreadshests prior to producing them to Rantiffs
without either the agreement of the parties or the approva of the Court.”*

. Discussion

In its response to the Court's Show Cause Order, Defendant states that it provided the
Soreadshedts as requested by Plantiffs in native Excd format, with the following four modifications, none
of which affected the discoverable dataregarding the RIFs at issue thislawsuit: (1) Defendant deleted the
adverseimpact analyses, (2) Defendant del eted the socia security numbers of employeesreferenced inthe
gpreadshests, (3) Defendant del eted metadata fromthe eectronic files that included the spreadsheets; and

(4) Defendant locked the vaue of the cdllsin the spreadshests.

219, at p. 61, . 9-13.
Doc. 3037.

Z|d.



Case 2:03-cv-02200-JWL-DJW Document 3333 Filed 09/29/05 Page 9 of 33

Defendant asserts that these four modifications to the RIF spreadsheets were made in good faith
and for legitimatepurposes, namdy to protect fromdisclosureinformationthat Judge L ungstrumdetermined
is not discoverable, to ensure the Court’ s rulings could not be circumvented, and to maintain the integrity
of thedata. Defendant maintains that under these circumstances its actions were appropriate and do not
warrant the impostion of sanctions.

A. Adverselmpact Analyses and Social Security Numbers

Although Defendant’s response to the Show Cause Order explains why it redacted or removed
adverse impact andysesinformationand socia security numbersfromthe el ectronic spreadsheets prior to
producing them, the Court finds this explanation is not necessary, as Defendant previoudy indicated that
it intended to redact thisinformation. At the June 2, 2005 discovery conference, Defendant indicated to
the Court that it intended to redact socia security numbersand privileged communications conssting of the
adverse impact anayses that were prepared.? Plaintiffs did not object at the June 2, 2005 discovery
conference to Defendant’ s stated intention to redact thisinformationpprior to producing the spreadshests.
Plaintiffs lso never raised Defendant’ s redaction of the adverse impact analyses information or socid
security numbers at the July 7, 2005 discovery conference when they reported that Defendant had
scrubbed the spreadsheets’ metadata and locked spreadsheet data. Moreover, the Court’s Show Cause
Order did not require Defendant to show cause why it deleted the adverse impact analyses and socid
security numbers. The Court therefore finds that Defendant need not show cause for the redaction or
removal of the adverse impact analyses and socia security numbers from the RIF spreadshests.

B. M etadata

?*See June 2, 2005 Tr. p. 57-58.
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The Court’s Show Cause Order, however, doesrequire Defendant to show cause for its actions
inscrubbing the metadatafromthe e ectronic spreadsheets prior to producing themto Flaintiffs. Defendant
clamsthat it scrubbed the metadata from the spreadsheets to preclude the possibility that Plaintiffs could
“undelete’ or recover privileged and protected information properly deleted from the spreadsheetsand to
limit the informationin the spreadsheetstothosepool s fromwhichit made the RIF decisions currently being
litigated. In an attempt to judtify its actions, Defendant contends that emerging standards of eectronic
discovery articulate a presumption againgt the production of metadata, which is not considered part of a
document, unlessit isboth specificaly requested and relevant. Defendant next argues that Plaintiffs never
sought the productionof metadata. Finally, Defendant argues that its removal of metadatawas consstent
with, if not compelled by, Judge Lungstrum’s prior orders. Defendant asserts that these reasons support
adetermination that it has shown cause for itsremoval of the metadata from the Excel spreadshests prior
to producing them to Plaintiffs.

1. Emerging standards of dectronic discovery with regard to metadata
a. What is metadata?

Before addressing whether Defendant was judified in removing the metadata from the Excd
spreadsheets prior to producing them to Plaintiffs, ageneral discussonof metadataand itsimplications for
electronic document production in discovery isindructive.

Metadata, commonly described as “data about data,” is defined as “information describing the

history, tracking, or management of an electronic document.”® Appendix F to The Sedona Guidelines:

>Proposed advisory committee note to Federal Rule of Civil Procedure 26(f). The pending rule
amendments and notes can be viewed at:
(continued...)

10
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Best Practice Guidelines & Commentary for Managing I nformation & RecordsintheElectronicAge
defines metadata as “information about a particular data set which describes how, when and by whom it
was collected, created, accessed, or modified and how it is formatted (including data demographics such
as size, location, storage requirements and mediainformation.)™® Technica Appendix E to the Sedona
Guidelines provides an extended description of metadata. It further defines metadatato include“dl of the
contextud, processing, and use information needed to identify and certify the scope, authenticity, and
integrity of active or archiva dectronic information or records.”?” Some examples of metadata for
eectronic documentsinclude: afile's name, afile s location (e.g., directory structure or pathname), file
format or file type, file Sze, file dates (e.g., crestion date, date of |ast data modification, date of last data
access, and date of last metadata modification), and file permissons (e.g., who canread the data, who can
writeto it, who canrunit).?® Some metadata, suchasfile dates and sizes, canessily be seen by users; other

metadata can be hidden or embedded and unavailable to computer users who are not technicaly adept.?

25(...continued)
http://mww.uscourts.gov/rules/comment2005/CV Aug04.pdf#page=24. On September 20, 2005, the
Judicid Conference gpproved the proposed rule amendments and they were transmitted to the Supreme
Court for approval. The proposed rule amendments are set to become effective December 1, 2006.

%The Sedona Guidelines: Best Practice Guidelines & Commentary for Managing
Information & Recordsin the Electronic Age, App. F (The Sedona Conference Working Group Series,
Sept. 2005 Version), avalable generdly at http://www.thesedonaconference.org and more specificaly at
http://mww.thesedonaconference.org/content/miscFiles TSG9 _05.pdf.

27|d. at App. E.
2|d. at App. E. n.1.
2d. at App. E.

11
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Most metadata is generally not visble when a document is printed or when the document is
converted to an image file*® Metadata can be dtered intentionaly or inadvertently and can be extracted
whennative filesare converted toimege files® Sometimesthe metadatacan beinaccurate, aswhenaform
document reflectsthe author asthe personwho created the template but who did not draft the document.®2
In addition, metadata can come fromavariety of sources; it can be created automatically by a computer,
supplied by auser, or inferred through a relationship to another document.®

Appendix E to The Sedona Guidelines further explains the importance of metadata:

Certain metadatais criticd in information management and for ensuring effective retrieva

and accountability inrecord-keeping. Metadatacan assist in proving the authenticity of the

content of electronic documents, aswell as establish the context of the content. Metadata

can dso identify and exploit the structural relationships that exist between and within

electronic documents, suchasversons and drafts. Metadataalows organizationsto track

the many layers of rights and reproduction information that exist for records and their

multiple versons. Metadata may aso document other lega or security requirements that

have beenimposed onrecords; for example, privacy concerns, privileged communications

or work product, or proprietary interests.3*

The Microsoft Office Online website lists saveral examples of metadata that may be stored in

Microsoft Excel spreadsheets, aswel asother Microsoft gpplications suchasWord or PowerPoint: author

O1d.
31The Sedona Conference Glossary, p. 28-29.

%2The Sedona Principles: Best Practices, Recommendations & Principles for Addressing
Electronic Document Discovery, Cmt. 12.a. (The Sedona ConferenceWorking Group Series, July 2005
Verson), avallable generdly at  http://www.thesedonaconference.org, and more pecificaly a available
at http://mww.thesedonaconference.org/content/miscFiles’7_05T SP.pdf.

33The Sedona Guidelines, App. E.
d.

12
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name or initids, company or organizetion name, identificationof computer or network server or hard disk
where document is saved, names of previous document authors, document revisons and versions, hidden
text or cdls, template information, other file properties and summary information, non-visible portions or
embedded objects, persondized views, and comments.®

It isimportant to note that metadatavarieswithdifferent gpplications. Asagenerd rule of thumb,
the moreinteractive the gpplication, the more important the metadata is to understanding the application’s
output. At one end of the spectrum is a word processing gpplication where the metadata is usudly not
critica to understanding the substanceof the document. Theinformation can be conveyed without the need
for the metadata. At the other end of the spectrum is a database application where the database is a
completely undifferentiated mass of tables of data. The metadatais the key to showing the relationships
between the data; without such metadata, the tables of datawould have litle meening. A spreadsheet
application lies somewhereinthe middle. While metadatais not as crucia to understanding a spreadshect
as it is to a database application, a spreadsheet’s metadata may be necessary to understand the
Spreadsheet because the cdls containing formulas, whicharguably are metadata themselves, often display
avdue rather thanthe formulaiitsdf. To understand the spreadshest, the user must be ableto ascertain the
formulawithin the cdll.

Dueto the hidden, or not reedily visble, nature of metadata, commentators note that metadata

created by any software gpplication hasthe potentia for inadvertent disclosure of confidentiad or privileged

SMicrosoft Office Online Find and Remove Metadata (Hidden Information) in Your Legd
Documents, http://office.microsoft.com/en-us/ass stance/HA 010776461033.a5px.

13
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informationin bothalitigationand non-litigationsetting, whichcould give rise to an ethicd violaion.*® One
method commonly recommended to avoid thisinadvertent disclosureiis to utilize software that removes
metadatafromeectronic documents®” The processof removing metadataiscommonly called “ scrubbing”
thedectronic documents.®®  In alitigation setting, theissue arises of whether this can be donewithout either
the agreement of the parties or the producing party providing notice through an objection or motion for
protective order.

b. Whether emerging standards of electronic discovery articulate a
presumption against the production of metadata

Withtheincreasingusage of e ectronic document productionin discovery, metadatapresentsunique
chdlenges regarding the production of documents in litigation and raises many new discovery questions.
The group of judges and attorneys comprising the Sedona Conference Working Group on Best Practices
for Electronic Document Retention and Production (Sedona Electronic Document Working Group)
identified metadata as one of the primary ways in which producing electronic documents differs from

producing paper documents.*® The Sedona Electronic Document Working Group also recognized that

%S¢ e.g., Brian D. Zdl, Metadata: Hidden Information in Microsoft Word Documents and
its Ethical Implications, 33-Oct. Colo. Law. 53 (2004).

%7ld. at 58.
Bd.
%The Sedona Principles, p. 5-6.

14
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understanding when metadata should be specificaly preserved and produced represents one of the biggest
chdlenges in eectronic document production.*

Defendant contendsthat emerging standardsof e ectronic discovery articulateapresumptionagainst
the production of metadata. To determinewhether Defendant’ s contention isaccurate, the Court must first
identify the emerging standards for the production of metadata. Then the Court must determine whether
these emerging standards provide any guidance on the issue before the Court, i.e., whether a court order
directing a party to produce € ectronic documents as they are maintained inthe ordinary course of business
requires the producing party to produce those documents with the metadata intect. A related issue is
determining which party has the initial burden with regard to the disclosure of metadata. Does the
requesting party have the burden to specificaly request metadataand demonstrateitsrelevance? Or does
the party ordered to produce e ectronic documents have an obligationto produce the metadata unless that
party timely objects to production of the metadata?

The Court startswiththe current versonof Federal Rule of Civil Procedure 34. Thisrule provides
that “[a]ny party may serve on any other party arequest (1) to produce and permit the party making the
request, or someone acting on the requestor’s behdf, to ingpect and copy, any designated documents
(indudingwritings, drawings, graphs, charts, photographs, phonorecords, and other data compilationsfrom
which information can be obtained, trandated, if necessary, by the respondent through detection devices

into reasonably usable form).”** “A party who produces documents for inspection shal producethemas

0)q,
“IFed, R. Civ. P. 34(a).

15
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they are kept in the usual course of business or shdl organize and labd them to correspond with the
categories in the request.”*

Federal Rule of Civil Procedure 34 includes* datacompilations’ inthe listing of itemsthat condtitute
a“document.” The 1970 amendment advisory committee note to Rule 34 sates that “Rule 34 appliesto
electronics data compilations from which information can be obtained only with the use of detection
devices, and that when the data can as a practical matter be made usable by the discovering party only
through respondent’ s devices, respondent may be required to use his devices to trandate the data into
usable form.”* Although neither Rule 34 nor its advisory committee notes defines“ datacompilations,” the
1972 proposed rules advisory committee note to Federal Rule of Evidence 803(6) explains that “the
expression‘ datacompilation’ isused as broadly descriptive of any means of storing informationother than
the conventiona words and figures in written or documentary form. Itincludes, but isby no meanslimited
to, electronic computer storage. The term is borrowed from revised Rule 34(a) of the Rules of Civil
Procedure.”* Using this broad definition of a“datacompilation,” an Excel spreadshest, and perhapsthe
underlying metadata itsdlf, would be considered a * data compilation” under Rule 34. The current verson
of Rule 34, however, provides limited guidance with respect to when “ data compilations’ or other types
of eectronic documents have to be produced and in what form they should be produced.

In the past year, the Civil Rules Advisory Committee has proposed to the Judicid Conference

severa amendments to the Federa Rules of Civil Procedure addressing the discovery of dectronically

“2Fed, R. Civ. P. 34(b).
“Fed. R. Civ. P. 34(a) advisory committee's note.
“Fed. R. Evid. 803(6) advisory committee’ s note.

16
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stored information.”® One of the proposed amendments to Rule 34(a) adds “éectronicaly stored
information” as a separate category dong with “any designated documents.” In addition, the proposed
amendments to Rule 34(b) add the fallowing language about the production of dectronically stored
information:

Unless the parties otherwise agree, or the court otherwise orders,

* * *
(ii) if arequest for dectronicaly stored information does not specify the form or forms of
production, a responding party must produce the information inaformor formsinwhich
it is ordinarily maintained, or in aform or forms that are reasonably usable.*®

The proposed committee note to Rule 34(b) provides the following guidance on the form of production:

The amendment to Rule 34(b) permitsthe requesting party to designate the formor forms
in which it wants dectronicaly stored information produced. The form of production is
more important to the exchange of dectronicaly stored information than of hard-copy
materids, athough a party might specify hard copy asthe requested form. Specification
of the desired form or forms may facilitete the orderly, efficient, and cost-effective
discovery of dectronicdly stored information. The rule recognizesthat different forms of
production may be appropriate for different types of dectronicaly stored information.
Using current technology, for example, a party might be called upon to produce word
process ng documents, e-mail messages, e ectronic spreadshests, different imege or sound
files and materia from databases. Requiring that such diverse types of dectronicadly
stored informationdl be produced in the same form could prove impossible, and even if
possible could increase the cost and burdens of producing and using the information. The
rule therefore providesthat the requesting party may ask for different forms of production
for different types of dectronicaly stored information. 4/

“The pending rule amendments can be viewed at
http://mww.uscourts.gov/rules/Reports/ST09-2005.pdf. On September 20, 2005, the Judicia Conference
approved the proposed rulesamendmentsand they were transmitted to the Supreme Court for approval.
The proposed rule amendments are set to become effective December 1, 2006.

“1d.
“d.

17



Case 2:03-cv-02200-JWL-DJW Document 3333 Filed 09/29/05 Page 18 of 33

Although the proposed amendments to Rule 34 use the phrase “in aform or formsin whichit is
ordinarily maintained,” they provide no further guidanceas to whether aparty’ s productionof dectronicaly
stored information“inthe formor forms inwhichit isordinarily maintained” would encompassthe eectronic
document’ s metadata.

In the few cases where discovery of metadatais mentioned, it is unclear whether metadata should
ordinarily be produced as a matter of course in an eectronic document production. Inthecase Inre
Verisign, Inc. Securities Litigation,* Judge Ware of the Northern District of Cdifornia generdly upheld
the ruling of Magigrate Judge Trumbell that requiring the production of eectronic documents in ectronic
format was not contrary to law but was supported by the federd rules. At issuein the Verisign case was
the court’ s prior order directing the defendantsto produce responsive dectronic documents in their native
format.*® The order expresdy stated that “[p]roduction of TIFF version done is not sufficient,” and that
“[t]he électronic version must incdlude metadata as well as be searchable.”™® While Verisign ishdpful, it
does not answer the question of whether metadata must be produced when the court’s order does not
expresdy reference metadata.

In another case, which involved the imposition of sanctions againg a corporate defendant who

repestedly engaged inanumber of discovery abuses, M agisirate Judge Hemannrecommended that default

“No. C 02-2270 JW, 2004 WL 2445243 (N.D. Cal. Mar. 10, 2004).
492004 WL 2445243, at * 2.
d. at *1.
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judgment be entered against the defendant as sanctions for its discovery abuses.® One of the discovery
abuses involved the defendant’s production of eectronic files with metadata missng. Telxon and the
plaintiffs argued that the missng documents, missing attachments, missing metadata, and hard copies of
documents in averson different from the versons onany of the eectronic databases produced suggested
that the defendant waswithholding or had improperly destroyed discoverable information. The magistrate
judge was skeptical of the defendant’s explanations for missing documents and metadata and for
differences between hardcopy versions of documents and those on the eectronic databases> Although
the case does not directly state that metadata should have been produced, that conclusion can be inferred
from the court’ s holding.

Having concluded that neither the federal rules nor case law provides sufficient guidance on the
production of metadata, the Court next turnsto meteriasissued by the Sedona Conference Working Group
on Electronic Document Production. The Court finds two of the Sedona Principles for Electronic
Document Production particularly hepful indetermining whether Defendant was judtified in scrubbing the
metadata from the eectronic spreadsheets. Principle 9 statesthat “[a]bsent ashowing of specia need and

relevance aresponding party should not berequired to preserve, review, or produce deleted, shadowed,

*In re Telxon Corp. Sec. Litig., No. 5:98CV 2876, 1:01CV 1078, 2004 WL 3192729 (N.D.
Ohio July 16, 2004), reported in LEXIS as Hayman v. Price Waterhouse Coopers, LLP, 2004 U.S.
LEXIS 27296. Note that the litigation concluded before the didtrict judge issued any ruling on the
magistrate judge’ s Amended Report and Recommendation.

*2|d. a *34 (The magistrate judge found the defendant’s explanations for the missing documents
and metadata and for differences between hardcopy versions of documents and those on any of the
electronic databases less than convincing. She dated the defendant’ s explanations “may explain these
phenomenain whole or in part, but ‘may’ is the operative conditioner here.”)
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fragmented, or residua dataor documents.”>® Principle 12 providesthat “[u]nlessit ismaterid toresolving
the dispute, there is no obligation to preserve and produce metadata absent agreement of the parties or
order of the court.”>*

Comment 9.a. to the Sedona Principles for Electronic Document Production focuses on the
scope of a“document” under Fed. R. Civ. P. 34. It notesthat athough Rule 34 was amended in 1970 to
add “data compilations’ to the list of discoverable documents, there was no suggestion that “deta
compilations’ wasintended to turndl forms of “data’ into a Rule 34 “ document.”* The comment suggests
that the best approach to understanding what condtitutes a*“document” is to examine what information is
readily available to the computer user in the ordinary course of business® If theinformaion isin view, it
should be treated as the equivdent of a paper “document.”®’ Data that can be readily compiled into
viewable information, whether presented on the screen or printed on paper, isaso a*“document” under
Rule 34.%® The comment, however, cautionsthat data hidden and never reveded to the user inthe ordinary
course of business should not be presumptively treated as a part of the “document,” athough there are

circumstances in whichthe datamay be relevant and should be preserved and produced.®® The comment

>3The Sedona Principles, Principle 9.
4The Sedona Principles, Principle 12.
*The Sedona Principles, Cmt. 9.a.

€ d.

> d.

8 d.

¥\d.
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concludes that such data may be discoverable under Rule 34, but the evaluation of the need for and

relevance of such discovery should be separately anadyzed on a case-by-case basis® Comment 9.a

provides the following illustration:

A party demandsthat responsive documents, “whether in hard copy or dectronic format,”
be produced. The producing party objects to producing the documentsin e ectronic format
and dtates that production will be made through PDF or TIF images on CD-ROMs. The
producing party assembles copies of the relevant hard copy memoranda, printsout copies
of rdevant e-mails and éectronic memoranda, and producesthemin a PDF or TIF format
that does not include metadata. Absent a special request for metadata (or any reasonable
basis to conclude the metadatawas rlevant to the dams and defensesinthe litigation), and
a prior order of the court based on a showing of need, this production of documents
complies with the ordinary meaning of Rule 34.%*

Metadata is specificaly discussed in depth in Comment 12.a. to the Sedona Principles. The
comment statesthat “[g]lthough there are exceptions to every rule, especidly inanevolving area of the law,
there should be amodest legal presumption in most cases that the producing party need not take specia
efforts to preserve or produce metadata.”® The comment further notes that it is likely to remain the

exceptiond situation in which metadata must be produced.®®

®The Sedona Principles, Cmt. 9.a (citing McPeek v. Ashcroft, 202 F.R.D. 31, 33 (D. D.C.
2001); McPeek v. Ashcroft, 212 F.R.D. 33, 35-37 (D.D.C. 2003)).

®1The Sedona Principles, Cmt. 9.a

®2The Sedona Principles, Cmt. 12.a. (diting Pub. Citizen v. Carlin, 184 F.3d 900, 908-11 (D.C.
Cir. 1999), cert. denied, 529 U.S. 1003 (2000)).

%3The Sedona Principles, Cmt. 12.a.
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The comment lists severd ways in whichroutine preservationand productionof metadatamay be
beneficid.®* The comment balances these potential benefits againgt the “redlity that most of the metadata
has no evidentiary vaue, and any time (and money) spent reviewing it is a waste of resources.”® The
comment concludes that a reasonable baance is that, unless the producing party is aware or should be
reasonably aware that particular metadata is relevant, the produdng party should have the option of
producing dl, some, or none of the metadata.®® The comment setsforth oneimportant cavesat to giving the
optionof producing metadatato the producing party: “Of course, if the producing party knows or should
reasonably know that particular metadata is relevant to the dispute, it should be produced.”®’

C. Application to this case

The narrow issue currently before the Court is whether, under emerging standards of eectronic
discovery, the Court’s Order directing Defendant to produce e ectronic spreadsheets as they are kept in
the ordinary course of business requires Defendant to produce those documents with the metadataintact.
Asnoted above, the Court findsinsufficient guidance in a@ther the federd rules or case law, and thusrelies
primarily on the Sedona Conference Principles and comments for guidance on the emerging standards of
electronic document production, specificaly with regard to metadata. While recognizing that the Sedona

Principles and comments are only persuasive authority and are not binding, the Court finds the Sedona

*d.
®|d.
%|d.
*d.
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Principles and comments particularly ingtructive in how the Court should addressthe electronic discovery
issue currently beforeit.

Comment 9.a. to the Sedona Principles for Electronic Document Production approaches
discoverability based on what congtitutes a*“document” under Rule 34. Thiscomment usesviewability as
the determining factor in whether something should be presumptively trested as a part of a* document.”
Using viewability as the standard, all metadata ordinarily visible to the user of the Excel gpreadshest
application should presumptively be treated as part of the “document” and should thus be discoverable.
For spreadsheet gpplications, the user ordinarily would be gble to view the contents of the cdlls on the
gpreadsheets, and thus the contents of those cells would be discoverable.

In light of the proposed amendment to Rule 34, which adds “ eectronically sored information” as
itsown separate category, it isno longer necessarytofocusonwhat congtitutesa” document.” With regard
to metadata in generd, the Court looks to Principle 12 and Comment 12.a. to the Sedona Principles.
Based upon this Principle and Comment, emerging standards of electronic discovery appear to articulate
agenera presumptionagaing the production of metadata, but provide a clear caveat when the producing
party is aware or should be reasonably aware that particular metadata is relevant to the dispute.

Based on these emerging standards, the Court holds that when a party is ordered to produce
electronic documents as they are maintained in the ordinary course of business,® the producing party
should produce the eectronic documents with their metadata intact, unless that party timely objects to

productionof metadata, the parties agree that the metadata should not be produced, or the producing party

®8This same reasoning would apply if the court ordered aparty to producethe e ectronic documents
asan “activefile’ or in thar “native format.”
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requests a protective order.®® The initid burden with regard to the disclosure of the metadata would
therefore be placed on the party to whom the request or order to produceis directed. The burden to
object to the disclosure of metadata is appropriately placed on the party ordered to produceitselectronic
documents as they are ordinarily maintained because that party already has access to the metadata and is
inthe best positionto determinewhether producingit is objectionable. Placing the burden on the producing
party is further supported by the fact that metadata is an inherent part of an eectronic document, and its
remova ordinarily requires an affirmative act by the producing party that aters the e ectronic document.
i Relevancy

Defendant maintains that the metadata it removed from its el ectronic Soreadsheets has absolutely
no evidentiary vaue and iscompletdy irrdlevant. 1t arguesthat Plaintiffs suggestion that the metadatamay
identify the computers used to create or modify the spreadsheets or reved titles of documents that may
assig in efforts to piece together the facts of the RIFs a issue in this case has no rdevance to Plantiffs
dam that Defendant maintained discriminatory policies or practices used to effectuate a pattern and
practice of age discrimination. Defendant likewise argues that the metadata is not necessary because the
titlesof documents can be gleaned from the subject soreadsheets, and these titles adequately describe the
dataincluded in such spreadshests.

The Court agrees with Defendant that certain metadata from the spreadsheets may be irrdevant
to the clams and defensesin thiscase. The Court, however, does not find that dl of the spreadsheets

metadata is irrdevant. In light of Plantiffs alegations that Defendant reworked pools of employeesin

¥The same principle may apply whena party requestseectronic documents be produced as they
are maintained in the ordinary course of business, as an “activefile” or in thear “native format.”
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order to improve digtributionto passitsadverseimpact andyss, the Court finds that some of the metadata
isrlevant and likely to lead to the discovery of admissble evidence. While the Court cannot fashion an
exhaudive lig of the spreadsheet metadata that may be relevant, the Court does find that metadata
associated with any changes to the spreadshests, the dates of any changes, the identification of the
individuals making any changes, and other metadata from which Plaintiffs could determine the find versus
draft versionof the spreadsheets gppear relevant. Plaintiffs alegation that Defendant reworked the pools
isnot anew dlegation. Thus, Defendant should reasonably have known that Plantiffs were expecting the
€lectronic spreadsheetsto contain their metadataintact. Furthermore, if Defendant believed the metadeata
to beirrdevant, it should have asserted arelevancy objection instead of making the unilatera decison to
produce the spreadsheets with the metadata removed.
il Reliability
Defendant aso argues that the metadata removed from the electronic spreadsheets may be
inaccurate and therefore hasno evidentiary value. The Court findsthet thisis not sufficient justification for
removing the metadata absent agreement of the parties or the Court’s gpprova. If Defendant had any
concerns regarding the accuracy or rdiability of the metadata, it should have communicated those concerns
to the Court before it scrubbed the metadata.
iii. Privilege
Defendant aso argues that production of certain metadataremoved by Defendant would facilitate
the revelation of informetion that is attorney-client privileged and/or attorney work product. Defendant

damsthat through the use of easily accessible technology, metadata mayreved informationextracted from
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a document, such as the items redacted by Defendant’s counsdl, as well as other protected or privileged
matters. It further clamsthat metadatamay creete adatatrail that reveds changesto prior draftsor edits.

The Court agrees with Defendant that it should not be required to produce metadata directly
corresponding to the information that it was permitted to redact, namely the adverse impact andyses and
socia security numbers. The Court is cognizant that al or some of the metadata may reved the redacted
information. The Court will therefore permit Defendant to remove metadata directly corresponding to
Defendant’ s adverse impact andyses and socia security number informetion.

For any other metadata Defendant dams isprotected by the attorney-client privilege or as attorney
work product, the Court finds that Defendant should have raised this issue prior to itsunilatera decison
to produce the spreadsheets with the metadata removed. Fed. R. Civ. P. 26(b)(5) requires a party
withholding otherwise discoverable information on the basis of privilege to make the claim expresdy and
to describe the nature of the documents, communications, or things not produced or disclosed in a manner
thet, without revedling the privileged information, will engble the other partiesto assess the gpplicability of
the privilege. Normdly, this is accomplished by objecting and providing a privilege log for “documents,
communications, or things’” not produced.

In this case, Defendant has failed to object and has not provided a privilege log identifying the
electronic documentsthat it daimscontain privileged metadata. Defendant has not provided the Court with
evenagenerd descriptionof the purportedly privileged metadatathat was scrubbed fromthe spreadshests.
AsDefendant hasfalled to provide any privilege logfor thed ectronic documentsit dams contain metadata

that will reved privileged communications or attorney work product, the Court holds that Defendant has

Fed. R. Civ. P. 26(h)(5).
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waived’? any atorney-dlient privilege or work product protection with regard to the spreadsheets
metadata except for metadata directly corresponding to the adverse impact analyses and socia security
number information, which the Court has permitted Defendant to remove from the spreadshests.”
2. Plaintiffs never requested the production of metadata

Defendant also argues that Plaintiffs never requested the metadata and that metadata was never
mentioned during any of the discovery conferences. While metadata was never mentioned during any of
the discovery conferences or inany of the Court’ sorders, the Court findsthat Defendant should reasonably
have been aware that the spreadsheets metadata was encompassed within the Court’ s directive that it
produce the dectronic Excel spreadsheets as they are maintained in the regular course of business.
Defendant is correct inasserting that Plaintiffs never expresdy requested metadataand that the Court never
expresdy ordered Defendant to produce the dectronic spreadsheets metadata. However, taken in the
context of Plaintiffs stated reasons for requesting the Excel spreadsheetsin their native dectronic format
and the Court’ s repeated statements that the spreadsheets should be produced in the eectronic formin

which they are maintained, the Court finds that Defendant should have reasonably understood that the

""See Employer’s Reinsurance Corp. v. Clarendon Nat'l Ins. Co., 213 F.R.D. 422, 428 (D.
Kan. 2003) (dating that it is well-established law in this didtrict that failure to produce a privilege log can
result in awaiver of any protection afforded to those documents); Haid v. Wal-Mart Stores, Inc., No.
99-4186-RDR, 2001 WL 964102, at *1 (D. Kan. June 25, 2001) (failure to produce a privilege log or
production of an inadequate privilege log may be deemed awaiver of the privilege asserted); Sarlight
Int’'l, Inc. v. Herlihy, No. 97-2329-GTV, 1998 WL 329268, at *3 (D. Kan. June 16, 1998) (same).

2The Court recognizes that this ruling impacts the rdlief requested by Plaintiffs in their pending
Motionto Declare Defendant Has Waived Any Asserted Privilege WithRegard to Certain Documentsand
Electronic Spreadsheets (doc. 3192). The Court intendsitsruling herein to resolvetheissue of waiver with
regard to metadata only. The remainder of PlaintiffS Motion to Declare Defendant Has Waived Any
Asserted Privilege With Regard to Certain Documents and Electronic Spreadsheets (doc. 3192) is ill

pending.
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Court expected and intended for Defendant to produce the spreadsheets metadata aong with the Excel
spreadsheets. |f Defendant did not understand the Court’ s ruling, it should have requested clarification of
the Court'sorder. As the Sedona Working Group on Electronic Document Production observed: * Of
coursg, if the producing party knows or should reasonably know that particular metadata is relevant to the
dispute, it should be produced.”” Here, the Court findsthat Defendant should have reasonably known that
the metadatawasre evant to the dispute and therefore should have ether been produced or an appropriate
objection made or motion filed.
3. Whether Judge L ungstrum’s prior orders compel the removal of metadata
Defendant next arguesthat itsremoval of metadatafromthe RIF spreadsheets was cons stent with,
if not compelled by, Judge Lungstrun’s prior orders. Defendant appears to be arguing that Judge
Lungsirum'’s prior rulings withregard to the adverse impact anadyses compel the removal of dl metadata.
Asdiscussed insectionll.A. above, Defendant may redact its adverse impact andysesand socia security
numbers from the spreadsheets prior to producing them to Pantiffs Defendant may also remove the
metadatadirectly correspondingtotheredactedinformetion. The undersgned Magistrate Judge, however,
does not find that Judge Lungstrum'’ s prior rulings compel the removal of dl other metadata. But in any
event, if Defendant believed that Judge Lungstrum'’s rulings compelled the removal of al metadata, then
Defendant should have ether obj ected or requested a protective order before it produced the spreadsheets
with al metadata removed.

C. L ocked Spreadsheet Cellsand Data

"*The Sedona Principles, Cmt. 12.a.
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The Court next addresses whether Defendant has shown cause for the locking of certain dataand
cdisonthe Excel spreadsheets produced to Plaintiffs. Defendant statesthat it |ocked the vaue of the cdlls
inthe spreadsheetsto ensurethe integrity of the data regarding RIFs, i.e,, to ensure that the data could not
be accidentaly or intentiondly dtered. Defendant clams its purpose was not to preclude Plaintiffs from
sorting or filtering the data, atask it daims Plantiffs could easily accomplish by copying the data to another
spreadsheet. Instead, Defendant claims it locked the data to preclude inadvertent or intentiona
modificationof the dataiit produced. It arguesthat because eectronic datais not ordinarily static, locking
the data was essentid to ensure that Defendant could demonstrate data subsequently used in the case was
identica to data it produced eectronicaly. It asserts that no malicious intent was associated with
Defendant’ s efforts to preserve the integrity of the datait produced.

The Court findsthat Defendant hasfailedto show sufficent causefor itsunannounced and unilateral
actions in locking certain data and cells on the Excel spreadshests the Court ordered it to produce to
Hantiffsin the manner inwhichthey were maintained. None of the reasons asserted by Defendant justifies
its decison to lock the spreadsheet cdls and data prior to producing them to Plaintiffs. While the Court's
Order did not expressy state that the spreadsheetsshould be produced“ unlocked,” Defendant should have
been reasonably aware that locking the soreadshedts cells and data was not complying with the spirit of
the Court’ sdirective that the spreadsheets be produced asthey are kept inthe ordinary course of business.
Moreover, a the June 2, 2005 discovery conference, Rlantiffs specificaly detailed ther difficultieswiththe
hard copy versons of the spreadsheets produced by Defendant, including their complaints that the hard

copy versons cut off the information contained in the spreadsheet columns and cdlls.
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Defendant’ sconcerns regarding maintaining the integrity of the spreadsheet’ svauesand datacould
have been addressed by the lessintrusve and more efficient use of “hashmarks.” For example, Defendant
could have run the data through a mathematica process to generate a shorter symboalic reference to the
origind file, cdled a “hash mark” or “hash vaue,” that is unique to that particular file™ This “digital
fingerprint” akin to a tamper-evident seal on a software package would have shown if the eectronic
spreadsheets were dtered. When an dectronic fileis sent with ahash mark, others can read it, but thefile
cannot be dtered without a change also occurring in the hashmark.”™ The producing party can becertain
that the file was not atered by running the creator’ s hash mark agorithm to verify that the origind hash
mark isgenerated.” Thismethod dlowsalarge amount of datato be salf-authenticating with arather small
hash mark, efficiently assuring that the origina image has not been manipulated.”

Defendant a so states that despite itsongoing concerns withthe integrity of thedatainthe eectronic
spreadsheets, it has voluntarily reproduced “unlocked” copies of the spreadsheets that were produced
before July 7, 2005. It aso represents that al successive productions of spreadsheets have not been
locked. The Court concludes from Defendant’s statement that it has aready produced “unlocked”
gpreadsheetsto Plantiffs. To the extent that Defendant has not produced “ unlocked” versonsof dl of the

spreadsheets previoudy produced withlocked cdls or data, Defendant shall produce*unlocked” versons

"“Dean M. Harts, Redl to Real: Should You Believe What You See? Keeping the good and
eliminating the bad of computer-generated evidence will be accomplished through methods of
self-authentication and vigilance, 66 Def. Couns. J. 514, 522 (1999).

Id.
°|d.
d.
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of those spreadsheets by the next discovery conference on October 6, 2005, or advise the Court at the

discovery conference of the date when this information will be produced.
[Il.  Sanctions

The Court’s Show Cause Order aso required Defendant to show cause why it should not be
sanctioned for its falure to comply with the Court’s ruling directing Defendant to produce eectronic
gpreadsheetsinthe manner in which they were maintained. Defendant statesthat it did not understand the
Court’s direction to produce dectronic spreadsheets included the production of metadata and that its
actions were not made in bad faith. It points out that it has already produced hundreds of documentsin
response to formd and informa requests for production, answered hundreds of interrogatories, and
produced and scheduled scores of witnesses for deposition in support of its assertion that it has acted in
good fath throughout this litigation.

The Court concludes that Defendant has shown cause why it should not be sanctioned for its
actions inscrubbing the metadata and locking spreadsheet cells and data. Although the Court intended its
ruling requiring Defendant to produce the electronic RIF-rel ated spreadsheetsinthe manner inwhichthey
were ordinarily maintained to include the metadata, the Court recognizes that the production of metadata
is a new and largely undeveloped area of the law. This lack of clear law on production of metadata,
combined with the arguable ambiguity in the Court’s prior rulings, compels the Court to conclude that
sanctions are not appropriate here.

The Court, however, wants to clarify the law regarding the production of metadata in this case.
When the Court orders a party to produce an eectronic documert in the form in which it is regularly

maintained, i.e.,, initsnative format or asan activefile, that productionmus include al metadata unlessthat
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party timely objects to production of the metadata, the parties agree that the metadata should not be
produced, or the producing party requests a protective order.

Defendant avoids sanctions with regard to its locking of the spreadsheet cells and data by its
decison to voluntarily reproduce “unlocked” versions of these spreadsheets to Plaintiffs. As directed
above, to theextent that Defendant hasnot produced “ unlocked” versons of dl the spreadsheets previoudy
produced with locked cdls or data, it shal produce * unlocked” versons of those spreadsheets by the next

discovery conference on October 6, 2005, or advise the Court at the discovery conference of the date

when this information will be produced.

IT ISTHEREFORE ORDERED that Defendant has falled to show cause why it should not
produce the eectronic spreadsheets in the manner in which they were maintained. Defendant therefore
shdl produce the dectronic spreadsheetsinthe manner inwhich they were maintained, which indudes the
Spreadsheets metadata. Defendant may, however, redact its adverse impact analyses and any socid
security numbers from the spreadsheets prior to producing themto Plantiffs. Defendant may aso remove
the metadata directly corresponding to the redacted information. Defendant shall produce the dectronic

Spreadsheets by the next discovery conference on October 6, 2005, or advise the Court a the October

6, 2005 discovery conference of the date when these spreadsheets will be produced. Any assertion of
attorney-client privilege or work product protection with regard to the metadata contained within these
Excd spreadsheets, other than the metadata directly corresponding to the adverse impact anayses and
socid security number information, is deemed waived due to Defendant’ sfailureto object and produce a

privilege log regarding the metadata

32



Case 2:03-cv-02200-JWL-DJW Document 3333 Filed 09/29/05 Page 33 of 33

IT ISFURTHER ORDERED tha to the extent Defendant has not reproduced “unlocked”
versons of the spreadsheets previoudy produced with locked cells or data, Defendant shall produce

“unlocked” versonsof those spreadsheets by the next discovery conference on October 6, 2005 or advise

the Court at the discovery conference of the date when these spreadshests will be produced.

IT ISFURTHER ORDERED tha Defendant has shown sufficient cause why it should not be
sanctioned for its falure to comply with the Court’ s ruling directing it to produce e ectronic spreadsheets
in the manner in which they were maintained.

IT 1SSO ORDERED.

Dated in Kansas City, Kansas on this 29th day of September, 2005.

g David J. Waxse

David J. Waxse
United States Magistrate Judge

CC: All counsd
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